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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution Updates Solution #15 to suggest the location information of I-SMF is transmitted to the A-SMF which can be used for policy. 
1 Discussion
Solution #15 mainly focus on how to interact with PCF. In the impact section, it describes “A-SMF may need to know I-SMF service area”. But in the procedure, it does not describe why this is needed and how to use this information? The service area of the I-SMF is the collection of the UPF Service Areas. It includes a large amount of the TA. It may be impossible and inefficient to send all I-SMF service area information to A-SMF. However, the AF influence policies are related to certain DNAIs, it is not necessary to send all AF influence policies of the whole PLMN to all SMFs. 
From our view the PCF and A-SMF need be aware of the place the I-SMF serves, so that only the polices that are relevant to this I-SMF are sent to it, e.g. the region ID where the SMF serves or the administrative domain ID where the SMF serves, etc. Hence, it is proposed that these information is provided to A-SMF and PCF. 
When A-SMF receives policies from PCF, it needs to determine which policies should be provided to I-SMF. The A-SMF may do this based on the information that indicates valid area of the policy, e.g. the region ID where the policy is to be applied, or the administrative domain ID where the policy used.
2 Proposal
It is proposed to add the following text into TR 23.726.

/*************************** Start of the first change ************************/
[bookmark: _Toc520195240][bookmark: _Toc517275435]6.15	Solution #15: Handling AF influence on traffic routing
[bookmark: _Toc520195241]6.15.1	Overview
This solution applies to key issue 5: Handling AF influence on traffic routing.
6.15.2	Network Architecture
The proposed solution is based on the network architecture in solution 6.1 of TR 23.726. The proposed solution aims to avoid changes to PCF and so the proposal does not require the PCF to be aware of any insertion or removal of an I-SMF(s) i.e. PCF forwards PCC rules corresponding to the AF request to the anchor SMF irrespective of any I-SMF insertion. .


Figure 6.1.2-1: Non-Roaming system architecture in reference point representation
[bookmark: _Toc517275436]6.15.3	Procedures
[bookmark: _Toc517275437]6.15.3.1	AF policy processing at the A-SMF without PCF impact
Below changes are required at the A-SMF and to the interface between A-SMF and I-SMF i.e. on Nxx:
-	PCF forwards PCC rules corresponding to the AF request to the anchor SMF, irrespective of insertion and/or removal of intermediate SMF(s).
-	I-SMF is inserted e.g. as explained in other solutions in this TR. A-SMF learns insertion of I-SMF(s) and additional information such as e.g. coverage area of the I-SMF, region ID or administrative domain ID of the area that SMF serves..
-	A-SMF forwards to I-SMF any required information that apply to the I-SMF, based on the received PCC rules received by A-SMF from PCF, over its the Nxx interface.




Figure 6.15.3.1-1: AF policy processing at the A-SMF without PCF impact
1-5.	Same as in TS 23.502 [3], Figure 4.3.6.2-1: Processing AF requests to influence traffic routing.
6.	Later, an I-SMF is inserted due to mobility, as described in other solutions of this TR (NOTE: this step is not triggered by step 5). The information, that indicates the area where the I-SMF serves e.g. I-SMF Service Area, region ID or administrative domain ID of the area that SMF serves, is provided to A-SMF in this step.
7.	[Optional] A-SMF invokes Npcf_SMFPolicyControl_Update request to the PCF. This is based on the Policy Control Request Triggers set by the PCF, e.g. be due to UE location change.
8.	[Optional] PCF may provide updated PCC rules to the A-SMF.
[bookmark: _GoBack]79.	A-SMF forwards to I-SMF any policy information where the policy would have to be enforced at the I-SMF, considering any PCC rules received previously from the PCF.
810.	I-SMF acknowledges.
911.	Possible I-UPF selection or insertion of UL-CL, user plane reconfiguration, etc., based on received policies in the above step.

******************************* 2nd Change *********************************
[bookmark: _Toc517275439]6.15.4	Impact of the solution to existing entities
Editor's note:	This clause describes impacts to existing entities and interfaces.
Nxx interface between A-SMF and I-SMF needs to be enhanced.
A-SMF may needs to know the information, e.g. region ID or administrative domain ID of the area that SMF serves or the Service Area of I-SMFservice area.
No/low impact to PCF.
******************************* End of Changes *********************************
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